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Abstract of the contribution: This contribution proposes a high level solution for key issue 4 “Session Management”.
1. Discussion
This document proposes a high level solution for key issue 4 “session management”.

2. Proposal
It is proposed to add the following Solution to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *

6.4.X
Solutions 4.X: Solution for Session Management
This solution applies to key issue 4 on session management.
6.4.x.1
Architecture description  
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Figure 6.4.X.1-1: General Session Management model

Figure 1 illustrates logical elements involved in Session Management. The picture shows the Network Functions (NFs) involved in Session Management at CN C-plane and U-plane side. There are two cases, one case only one UP is need. The other case is that two UP are to be selected. For more detail see the function description. 

Editor’s Note: How to divide the CN NF into smaller granularity NF is FFS. 
It is assumed the Session is not required to be established at the UE attachment.
Editor’s Note: For different QoS requirement flow whether it need separated connection path or all are in the same connection path rely on the study of the key issue 2: QoS framework.
6.4.x.2
Function description 

6.4.x.2.1
Session Management for one UP case
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Figure 6.4.x.2.1-1: Session Establishment (one UP case)

In this model only UP is selected, this apply to the case local breakout and UP can be connected from the AN. 
1.
The connection between UE and AN is established.

2.
The UE sends Session Establishment Request message to the CP-F. 
3.
The CP-F selects the NEP (Network Entry Point). The Network Entry Point (NEP) is the PDN U-plane entry point. 

4.  If the request PDN type is IP, the CP-F allocates the UE an IP address, according to the Session Establishment Request message content (e.g. IPV4, IPV6, or both). 
5. 
The CP-F triggers the establishment of U-plane via the UP Set Up messages sent to AN and NEP separately. The message includes the related QoS requirement for the connection to be established. The uplink/downlink tunnel information are also exchanged at this step.
6.  The U-plane connection path between AN and NEP is established.
7. 
The CP-F sends the Session Establishment Ack message to the UE. The allocated IP addresses (if available) are also included.
8. 
The connection between UE and AN is reconfigured.
9. 
The U-plane connection between AN and UE is established.

If multiple Sessions are required by the UE, different NEPs may be selected. 

6.4.x.2.2
Session Management for the two UP case
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Figure 6.4.x.2.2-1: Session Establishment (two UP case)

In this model there are two UPs are to be selected, i.e. sNEP(serving NEP) and aNEP(anchor NEP). Also two corresponding CP-Fs, i.e. sCP-F and aCP-F are need. This applied to the cases:  

· Home routed case. In this case the sNEP is located on the serving PLMN and aNEP is located in the home PLMN.

· Local breakout case but the aNEP, i.e. the entry point to the PDN network, can not be connected from the AN. As such one intermediate UP function which is to bridge the AN and aNEP, i.e. sNEP, is need.  
The flow of this case is as below, 
1.
The connection between UE and AN is established.

2.
The UE sends Session Establishment Request message to the sCP-F(serving CP-F). 
3.
The sCP-F selects the aCP-F. 

4. 
The sCP-F selects the sNEP (Serving Network Entry Point). 
5. The sCP-F triggers the establishment of U-plane via the UP Set Up messages sent to sNEP. The message includes the related QoS requirement for the connection to be established.
6. The sCP-F sends the Session Establishment Forward massage to the aCP-F(anchor CP-F), which include the downlink tunnel information of the User plane functions (e.g., receiving IP address of the sNEP).

7. 
The sCP-F selects the aNEP (anchor Network Entry Point).
8.  If the request PDN type is IP, the aCP-F allocates the UE an address, according to the Session Establishment Forward message content (e.g. IPV4, IPV6, or both). 
9. The aCP-F triggers the establishment of U-plane via the UP Set Up messages sent to aNEP. The message includes the related QoS requirement for the connection to be established.
10. The aCP-F sends the Session Establishment Response message to the sCP-F, which include the uplink tunnel information of the User plane functions (e.g., receiving IP address of the aNEP)
11. The U-plane connection between sNEP and aNEP is established.
12. The sCP-F triggers the establishment of U-plane via the UP Set Up messages sent to AN. The message includes the related QoS requirement for the connection to be established. The uplink/downlink tunnel information are also exchanged at this step.  

13. The U-plane connection between AN and sNEP is established.
14. The sCP-F sends the Session Establishment Ack message to the UE. The allocated IP addresses (if available) are also included.
15. The connection between UE and AN is reconfigured.
16. The U-plane connection between AN and UE is established.

In case of multiple Sessions are required by the UE, different sNEPs and aNEPs may be selected.
***** End of CHANGE *****
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